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1	Decision/action requested
This contribution proposes a conclusion for Key Issue #3 for false base station detection.
2	References

3	Rationale
There two security requirements in key issue #3:
1. 5G system should be able to detect false base stations.
2. 5G system should be able to employ methods to prevent UEs from connecting to false base stations.
For the first requirement, in the case the network does not support security protection of system information, solution #4 is an effective solution to address the false base station detection Solution #4 is recommended for normative work for the false base station detection.
For the second requirement, when the FBS pretends to be a real gNB by copy the system informations, Solution #6 is the only solution can avoid UE connecting to the FBS during HO. Besides, solution x is the only solution which could avoid UE connecting to FBS during conditional HO.

4	Detailed proposal
**** Start of pCR to TR 33.809****
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Solution 4 is recommended for normative work for false base station detection.
Solution 6 is recommended for preventing UE from connecting to the FBS which pretends to be a real gNB during Handover procedure.
Solution x is recommended for preventing UE from connecting to the FBS which pretends to be a real gNB during Conditional Handover procedure.
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